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Abstract of the contribution: This document proposes a solution to key issue#1 in 23.791 v0.3.0.
1. Discussion
1.1	Background
Key Issue#1 defines that a NF may perform the following actions: a) subscribe/unsubscribe to analytics from NWDAF or b) requests analytics from NWDAF. This key issue proposes to study how a NF subscribes/unsubscribes or request NWDAF to provide analytic information and how is notified of the analytics information.
A solution to cover the requirement above can be found in clause 6.1 Solution: Network Analytics Feedback. This solution proposes to reuse the existing NWDAF services in 23.502 for any type of analytics as described below:
Nnwdaf EventSubscription service: This service allows a NF to request subscription about a set of Event ID(s), each EventID may be associated with one or several EventFilter(s) as described in the tables below. It also allows a NF to cancel subscription to a set of EventID(s) and allows the NWDAF to notify the consumer NF on a subscribe EventID:
Table 1. Event ID and Event Filters
	Event ID 
	Event Filter

	Load level

	Network Slice instance

	
	Threshold value 



The Nnwdaf_EventSubscription_Subscribe service allows the NF to specify the event reporting mode, e.g. periodic upto a maximum number or maximum duration.
Table 2. Event Reporting Information
	Event Reporting information

	Event Reporting Mode

	Maximum number of reports

	Maximum duration of reporting



Nnwdaf_Analytics_Info service: This service allows a NF to request analytics identified by the EventID in Table 1.
[bookmark: _Hlk514082079]1.2	How a NF requests or subscribes to analytics
In order to provide a solution that s backward compatible with Rel-15, the existing Nnwdaf service operations should be reused, the number of EventIDs and number of consumers extended as determined by the solutions to each key issue.
Proposal 1: Define new EventIDs to allow any NF to subscribe/unsubscribe/be notified or request analytics.
Which new EventIDs are needed requires to analyse the different key issues in 23.791, for example:
Key issue: Customizing Mobility Management: The key issue defines that Mobility Management functionality can be enhanced with Analytics. Here, we propose that these analytics are patterns of the UE mobility, such as those listed in S2-183686.
-     A cell/TA list or a geographical area which the UE might enter;
-	The time that the UE might enter the list of cells/TAs or the geographical area;
-	The duration time that the UE might stay in the list of cells/TAs or the geographical area.
Or patterns on the UE communication, as those listed in S2-183685.
-	The time and day that the UE might start a low latency communication, e.g. Time: 8:00-9:00, Day: Monday-Friday; and/or
-	The time and day that the UE might not have any communication, e.g. Time: 23:00-7:00, Day: Sunday-Friday
Key issue: Traffic Routing: The key issue defines that session management functionality can be enhanced with Analytics. One example is that analytics can be used to influence UPF selection. Here we propose that these analytics are patterns such as one or several listed below:
· Expected UE Moving Trajectory 
· Expected load per UPF at a given time.

Key issue: Future Background Data Transfer: The key issue defines that Future background data transfer functionality can be enhanced with Analytics. Here, we propose that these analytics are patterns such as one or several listed below:
· The estimated load in a network area in a given date and time,
· The Expected UE Moving Trajectory at a given date and time.
· The time and day that the UE might not have any (other, competing) communication

Proposal 2: Based on the description above. NWDAF provides patterns, the following patters are needed to fulfil key issues 6,7 and 9:  UE Behavior parameters such as Expected UE Moving Trajectory and communication patterns and NW performance patterns such as load in a network area. A request for one of these patterns is identified by a new EventId.

Table 3. New EventID to support KI# 6,7 and 9
	Event ID 
	Event Filter
	Description (examples of patterns)

	UE Behavior parameters

Expected Moving Trajectory
	List of UE identities,
Time,
Date
	UE´s expected geographical movement (described in 23.502 clause 14.5.6.3).

	UE Behavior parameters

Communication pattern
	
	UE expected communication of low latency applications at a given time and date.

	
	
	Time and date when UE does not have any communication

	NW performance Pattern

Load in Network
	NW area,
Time,
Date
	Estimated load in a network area at a given time and date.



1.3	How NWDAF provides analytics to NF
As defined in clause 1.2, in order to provide a solution that s backward compatible with Rel-15, the existing Nnwdaf_EventSubscription_Notify service operation and Nnwdaf_AnalyticsInfo Response should be reused.
Proposal 3: The NWDAF notifies the consumer on each pattern identified by an EventId that the NWDAF provides patterns to enhance existing NF functionality such as Mobility Management (by AMF), Session Management (by SMF), Background Data Transfer (in PCF). The exact content of the patterns sent are not to be standardized but rather the generic parameters building up the patterns shall be known. For instance, load, location of UE, time.
Proposal 4: The NWDAF functionality does not overlap the existing NF functionality.
Proposal 5: To assure that delay is not introduced together with increased signaling and Network load the preferred choice is to have the sending/receiving of analytic information decoupled from the procedure where it is used.
2	Proposal
It is proposed to update 3GPP TS 23.739 v 0.3.0 according to the proposals below:
Proposal 1: Define new EventIDs to allow any NF to subscribe/unsubscribe/be notified or request analytics.
Proposal 2: Based on the description above. NWDAF provides patterns, the following patters are needed to fulfil key issues 6,7 and 9:  UE Behavior parameters such as Expected UE Moving Trajectory and communication patterns and NW performance patterns such as load in a network area. A request for one of these patterns is identified by a new EventId.
Proposal 3: The NWDAF notifies the consumer on each pattern identified by an EventId that the NWDAF provides patterns to enhance existing NF functionality such as Mobility Management (by AMF), Session Management (by SMF), Background Data Transfer (in PCF). The exact content of the patterns sent are not to be standardized but rather the generic parameters building up the patterns shall be known. For instance, load, location of UE, time.
Proposal 4: The NWDAF functionality does not overlap the existing NF functionality.
Proposal 5: To assure that delay is not introduced together with increased signaling and Network load the preferred choice is to have the sending/receiving of analytic information decoupled from the procedure where it is used.

* * * First Change * * *
[bookmark: _Toc513015775]6.1	Solution 1: Network Data Analytics Feedback
[bookmark: _Toc513015776]6.1.1	Description
[bookmark: _GoBack]Editor's note:	Describe the solutions. Sub-clause(s) may be added to capture details, procedural flow, etc.
This is a solution to Key Issue#1: Analytic Information Exposure to 5GS NF.

[bookmark: _Toc513015777]6.1.1.1	Network data analytics Subscribe/Unsubscribe
This procedure is used by any NF service consumer) to subscribe/unsubscribe at NWDAF to be notified on analytic information, using existing Nnwdaf services defined in TS 23.502 [3].


Figure 6.1.1.1-1: Network data analytics Subscribe/unsubscribe
1.	The NF service consumer subscribes to or cancels subscription to analytic information by invoking the Nnwdaf_EventsSubscription_Subscribe/ Nnwdaf_EventsSubscription_Unsubscribe service operation.
2.	If NF service consumer subscribes to analytic information, the NWDAF notifies the NF service consumer with the analytic information by invoking Nnwdaf_EventsSubscription_Notify service operation.
[bookmark: _Toc513015778]6.1.1.2	Network data analytics Request
This procedure is used by the NF service consumer (e.g. UDM/UDR, AMF, SMF, PCF) to request and get from NWDAF analytic information, using Nnwdaf_AnalyticsInfo_Request defined in TS 23.502 [3]. 



Figure 6.1.1.2-1: Network data analytics Request
1.	The NF service consumer requests analytic information by invoking Nnwdaf_AnalyticsInfo_Request service operation.
2.	The NWDAF responds with analytic information to the NF service consumer.
6.1.1.3	How a NF requests or subscribes to analytics
A NF subscribes or requests analytics using the Nnwdaf service defined in 6.1.1.1 that needs to allow new EventIds to resolve the existing key issues, note that each key issue will include specific EventID and those are listed as examples here:
	Event ID 
	Event Filter
	Description (examples of patterns)

	UE Behavior parameters

Expected Moving Trajectory
	List of UE identities,
Time,
Date
	UE´s expected geographical movement 
(e.g. as described in 23.502 clause 14.5.6.3).

	UE Behavior parameters

Communication pattern
	
	UE expected communication
(e.g. communication of low latency applications at a given time and date, or

	
	
	Time and date when UE does not have any communication)

	NW performance Pattern

	NW area,
Time,
Date
	NW expected performance pattern
(e.g. Estimated load in a network area at a given time and date).



NOTE: 	If event filter includes a UE identity or a list of UE identities, privacy issues should be taken into account, e.g. user consent.
6.1.1.4	How NWDAF provides analytics
A NF subscribes or requests analytics using the Nnwdaf service defined in 6.1.1.1 that needs to allow new EventIds to resolve the existing key issues. Each subscription or request for an EventId provides a pattern.
The NWDAF functionality does not overlap the existing NF functionality. Each pattern enhances existing NF functionality such as Mobility Management (by AMF), Session Management (by SMF), Background Data Transfer (in PCF).
[bookmark: _Toc513015779]6.1.2	Impacts on Existing Nodes and Functionality
Editor's note:	Capture impacts on existing 3GPP nodes and functional elements.
NWDAF: New EventIds are provided. No impacts on the existing Nnwdaf interface, except for the slicing information that should become optional, as other event filters should be allowed.
Consumer NF: For a NF such as PCF or NSSF that are consumers of Nnwdaf service, the impacts are to support new EventIds. For other new consumers, the impacts are listed the solutions to each key issue.

[bookmark: _Toc513015780]6.1.3	Solution Evaluation
Editor's note:	Use this section for evaluation at solution level.

* * * End of Changes * * *
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